|  |
| --- |
| **Une Vulnérabilité dans Oracle E-Business Suite** |
| **CVE-2025-61882** |
| **DXC MA CTI Advisory**  06/10/2025 |

Overview

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **CVE** | **Description** | **CVSS Score** | **Risque** | **Exploit** | **Délai de traitement** |
| **CVE-2025-61882** | Une vulnérabilité a été découverte dans Oracle E-Business Suite. Elle permet à un attaquant de provoquer une exécution de code à distance (RCE) via HTTP sans authentification. Oracle confirme que cette vulnérabilité est activement exploitée. | **9.8** | **Exécution du code arbitraire à distance** | **YES** | **2 Jr** |

Produits affectés

|  |
| --- |
| · Oracle E-Business Suite versions **12.2.3** et **12.2.14** |

Mitigations & Workarounds

Mise à jour Oracle E-Business Suite vers la version:  
 Ø Oracle E-Business Suite **12.2.3** ou ultérieure  
 Ø Oracle E-Business Suite **12.2.14** ou ultérieure

DXC MA Cyber Threat Intelligence Assessment

Se référer au bulletin de sécurité de l'éditeur pour l'obtention des correctifs (cf. section Références).

Références :

|  |
| --- |
|  |
| https://www.oracle.com/security-alerts/alert-cve-2025-61882.html |